
Is your organization overwhelmed with redundant, obsolete, or inaccessible files cluttering your Windows File Shares? It's time to optimize your data
management with our RIOT (Redundant, Inaccessible, Obsolete, Trivial) Data Assessment. 

Efficient In-Place Analysis
All files are managed in-place, ensuring zero disruption to your operations. The assessment focuses on:

Locating Duplicate Files: Eliminate unnecessary copies.
Providing Aging Information: Understand the lifecycle of your data.
Identifying Inaccessible Files: Detect files that can't be opened due to missing original applications.

Advanced Metadata Insights
We analyze metadata for every file and collect a unique 32-character hexadecimal hash to precisely identify content. Designed for data sets up to 500
GB or approximately 500,000 files, the assessment utilizes Gimmal Discover for powerful analysis.

Seamless Integration with Gimmal Discover
Gimmal Discover is installed on your on-premises server (typically a Virtual Machine) and connects securely to a Gimmal Discover cloud tenant. An agent
accesses the nominated data and performs the analysis efficiently.

Comprehensive Reporting
This comprehensive analysis targets a nominated UNC path within your Windows File Shares, uncovering inefficiencies without moving or copying any
files. The resulting reports are exported as .csv files and ingested into Power BI, generating six insightful deliverables. Importantly, these reports contain
no Personal Identifiable Information such as folder names, file names, or owners. Instead, they include basic metadata like dates, extensions, sizes, and
hashes to generate meaningful insights.

Minimal Time Investment
Quick Turnaround: The process requires less than five hours of your employees' time.
Fast Completion: The assessment is completed within two weeks.
Clean Exit: After completion, Gimmal Discover is uninstalled, and all cloud data is deleted.

Deliverables Include:
A Summary Report: Provides overall statistics for the RIOT data.
Inaccessible Files Statistics: Individual statistics concerning file extensions of inaccessible files.

"Gimmal has been key in
helping to keep our university's
data secure and reduce its
exposure to outside and inside
threats. University compliance
and security requirements
continue to evolve and
expand. Having a product in
our hands to quickly answer
these requirements and
provide proof of compliance
with audit trails is of
immeasurable value."

Tim Wilson
Chief Information Officer
Point Park University
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